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Digital security is often understood as a personal action — but for healthy digital security practices to be effective, they have to be shared.
Like fire safety, you can think about digital security at different levels:

U~ Within an institution's infrastructure: ensuring your operational infrastructure is secure, from email hosting to finance software.

¥ Understanding different levels of response: different levels of digital security threats require calling different experts (external, or in-house.)

U~ Culture and knowledge: building up literacy around digital security on an ongoing basis, to develop a culture that prioritises security and safety.
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